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secret communication over erasure and state-dependent Gaus-
sian channels or not.

In our achievability scheme, we use public channel to send
feedback from all the receivers to Alice. However, it is worth
mentioning that although the public channel is available and
without cost, we use it to communicate only the channel state
which is a limited feedback; but not to transmit all the output
feedback. Hence, it is possible to adopt our protocol to use
ACK/NAK (e.g., similar to [24]) instead of public channel.
However, the resulting protocol maybe not optimal even for
the deterministic channels.

We would like to emphasize that this thread of work is
not pure theoretical and there have been some attempts to
implement these ideas (e.g., see [21], [22], [23], [24]). As an
example, [24] reports to create shared secret key in a test-bed
containing 5 nodes at rate 10 kbit/sec, with their secrecy being
independent of the adversary’s computational capabilities.

Finally, in this work we do not claim that our proposed
scheme is a complete replacement of existing crypto-systems
that rely on the adversarys computational limitations. How-
ever, if it is used in collaboration with such systems it can
add an extra layer of security to the system in the physical
layer.
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